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To protect Seneca Polytechnic from an ever-increasing number of cybersecurity threats, we

are re-enforcing periodic password changes starting Monday, March 17. 

Strong and unique passwords, combined with multi-factor authentication (MFA), are crucial

for safeguarding Seneca and your information. You may refer to the updated password rules

here.

You will be prompted to update your password upon your next log in to comply with the new

rules. The prompting will be implemented gradually with 5,000 students per week.

It takes all of us 
Since cybersecurity is a shared responsibility, we thank you for doing your part in keeping

Seneca secure. By adhering to these updated guidelines, you help reduce the risk of data

breaches, phishing attacks and other cyber threats that could negatively impact your student

experience at Seneca and much more.

If you have any question or concern, please do not hesitate to contact the Service Desk,

available to support you 24-7.
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